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Forward-Looking Statements

Non-GAAP Financial Measures

The presentatonpr esent s i nformati on -&AAPuevenue men-GBAPOmSs Mardins nomGAAP operating expenses, non-GAAP research and development expenses, non-GAAP sales and marketing

expenses, non-GAAP cost of revenue, non-GAAP general and administrative expenses, non-GAAP operating loss, non-GAAP net loss, non-GAAP net loss per share and adjusted EBITDA. These are non-GAAP financial

measures and are provided as a supplement to the results provided in accordance with generally accepted accounting principlesint he Uni ted States of Ameri ca ( A Gigokdaland.forward-r e c on
looking non-GAAP financial measures included in this presentation to the most directly comparable historical and forward-looking GAAP financial measures is provided in the appendix to this presentation.

Special Note Regarding Forward-Looking Statements

This presentatonc ont ai ns-l dbki wgrdtatementso within the meaning of Sect i on uidsAxcloahge Acha 19% el someicaseseysu canadentifp theselsttdrBents n d
by suchforward-l ooki ng words as fianticipate, o fibelieve, 0 fAconf iydeon ciep,| da ni, coo uilpdo,tde nit e satli, nda tieo,udt | fioeoxkp, edc tfi,soh ofiug udi, doa mMicwe |
future events or outcomes. Such forward-looking statements include, but are not limited to, the statements in this presentatonwi t h r espect to the Companyds exp-&GARAPavenue rlcAAPc on c e
and non-GAAP operating income and adjusted EBITDA for the second fiscal quarter of fiscal 2018 and for full year fiscal 2018, which reflectt he Companyds current anal ysi sThesdforwaxdi st i ng
lookingst at ements represent the Company fpeeseptaticthg ment only as of the date of this

Actual results and events in future periods may differ materially from those expressed or implied by these forward-looking stateme nt s because of risks, uncertainties and other
ability to achieve or maintain profitability; the Compevelgporsacqarbmew solutionsiara teehnotogias;che rapidly gvoleing market imwlichgshe Campanyo n s an
operates; the CompanyO6s reliance on personnel with extenamteveyi nésuimbsi amdsecheitgpexperhgsmeasltues yai noe
Companydéds ability to attract new clients, retain existancegool i eéstsaagesinctéane anhsg annocaieonodostiact healf ue
its growth effectively; theqCalmptaynydlsi ebti | 9dryvitome man dt saucpep direty lefl u ncgtriecemse;n ttsh ewi @ ohmpcd nyednst ss errevgiui ri ng credit
ability to continue expansion of its sales force; the Compamy®s il ohgr aatdi oamplr esldalcée abdrd sapesatctiyehe; thek
relationships; the Companyds technology alliance partnepashdpssolretwil onms @rrtclkee vieai defecaofs,i s roolsubirons | in
solutions to perform as i nt en dpadytechndlogiesCiemffect of gvohdng emformdtiontsecurti @ yu saen dt Hdiartda pri vacy | aws and regul ations on t he
mai ntain and enhance its brand; successful i mpl ement at i o nofrevenud ratably @er thetarmsodits managedssécerity and threat igtelligende contactssthe t he C
effect of timing differences between the expensing of sabresarmd mmhesi @encgmpiait idomnooft heas Compangd srevemieg; ce
critical accounting policies; the Companyds exposure t oxpbritucotruatmpoonrst icno ncturrorlesn coyn etxhceh aChognep arnaytdess ;b utshien eesfsf
Corrupt Practices Act and similar | aws; the Companyos affedtof hatural disastersraad othér aatastrophitdventso h vehdi €ocmpanyéscahbhi bty
Companyds reliance on patents to protect its intell ec traeasinongpatentedintellegtualprogeftytrights ard lpreprietaoy imforanatipnd ctaima iy ithirdipartiesaf o pr ot
infringement of their proprietary technology by the Compathy; Ctolmg ad g s avithdélisnt.isddealdéchmolggiesinc.sandicontra of theGoimpamy! o g y

by Dell Technologies Inc.

This list of risks, uncertainties and other factors is not complete. The Company discusses these matters more fully, aswellascer t ai n ri sk factors that could affect the Compa
andprospects, in its filings with the Securities and Exc h diladpeFodo@i arsd othh € tihef GrSE&Lt0) on i dicd wldo Negd i ursd eno stt h
annual report on Form 10-K for the fiscal year ended February 3, 2017, whichareav ai | abl e for review on the Companyés investor relations vseclgeviAnyor at
all forward-looking statements the Company makes may turn out to be wrong and can be affected by inaccurate assumptions the Company might make or by known or unknown risks, uncertainties and other factors, including

those identified in this presentation. Accordingly, you should not place undue reliance on the forward-looking statements made in this presentation, which speak only as of its date. The Company does not undertake to update,

and expressly disclaims any obligation to update, any of its forward-looking statements, whether as a result of circumstances or events that arise after the date the statements are made, new information or otherwise.
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SecureWorks Overview

ichael R. C_ote |
IC\Z/IrI:i:ef Executive Officer
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NThe Ggchrigymproblem
cannot be sol ved
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Increasing Complexity. Scarcity of Resources. Disparate Solutions.

el ack of true ndintel

Cyber attacks are ésecurity professi
[ ability to make the best decisions.

growing i n compl i n number é

Less than 4 minutes —l
for a computer to be 7 5 %

infected by a virus once
connected to the internet!

Up to 4years

l Time to detect and respond to

50% of successful attacks?
Percentage of security professionals who
Ahave been approacheda o

O organization or headhunter about IT job
O opportunities in the
Bypass existing controls &
ALiving off the L
Percentage of IT security
Q;’g%?gafgﬁgl costofa professionals who 6 7 %
strongly agree they need

more experienced,
skilled practitioners.*

v

1. U.S. Department of Justice
2. The ROI of Early Threat Detection and Response, SecureWorks
3. Ponemon | n s t iQost & Rata 8reach Study 2016 Secu rew&';ksm

4. Ponemon Megatrends 2015
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The SecureWorks Advantage.

Artificial Intelligence

g, Applied Intelligence
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Machine Intelligence, Made Smairter

Global Threat Intelligence

17+ Years of attack and threat
actor group data, and billions of threat indicators

On-Prem

hdvanced

Endpoint pnalyticg

Visibility

240B events
per day

Cloud

Local Client Intelligence

Vulnerabilities Control Accuracy Asset Data |
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