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Forward-Looking Statements
Non-GAAP Financial Measures 

The presentation presents information about the Companyôs non-GAAP revenue, non-GAAP gross margin, non-GAAP operating expenses, non-GAAP research and development expenses, non-GAAP sales and marketing 

expenses, non-GAAP cost of revenue, non-GAAP general and administrative expenses, non-GAAP operating loss, non-GAAP net loss, non-GAAP net loss per share and adjusted EBITDA. These are non-GAAP financial 

measures and are provided as a supplement to the results provided in accordance with generally accepted accounting principles inthe United States of America (ñGAAPò). A reconciliation of each of the historical and forward-

looking non-GAAP financial measures included in this presentation to the most directly comparable historical and forward-looking GAAP financial measures is provided in the appendix to this presentation.

Special Note Regarding Forward-Looking Statements 

This presentation contains ñforward-looking statementsò within the meaning of Section 27A of the Securities Act of 1933 and Section 21E of the Securities Exchange Act of 1934. In some cases, you can identify these statements 

by such forward-looking words as ñanticipate,ò ñbelieve,ò ñconfidence,ò ñcould,ò ñestimate,ò ñexpect,ò ñguidance,ò ñintend,ò ñmay,ò ñplan,ò ñpotential,ò ñoutlook,ò ñshould,ò ñwillò and ñwould,ò or similar words or expressions that refer to 

future events or outcomes. Such forward-looking statements include, but are not limited to, the statements in this presentation with respect to the Companyôs expectations concerning its GAAP and non-GAAP revenue, GAAP 

and non-GAAP operating income and adjusted EBITDA for the second fiscal quarter of fiscal 2018 and for full year fiscal 2018, which reflect the Companyôs current analysis of existing trends and information. These forward-

looking statements represent the Companyôs judgment only as of the date of this presentation.

Actual results and events in future periods may differ materially from those expressed or implied by these forward-looking statements because of risks, uncertainties and other factors, including those relating to: the Companyôs 

ability to achieve or maintain profitability; the Companyôs ability to enhance its existing solutions and technologies and todevelop or acquire new solutions and technologies; the rapidly evolving market in which the Company 

operates; the Companyôs reliance on personnel with extensive information security expertise; fluctuations in the Companyôs quarterly results and other operating measures; intense competition in the Companyôs markets; the 

Companyôs ability to attract new clients, retain existing clients and increase its annual contract values; the Companyôs reliance on its largest client and on clients in the financial services industry; the Companyôs ability to manage 

its growth effectively; the Companyôs ability to maintain high-quality client service and support functions; the Companyôs service level agreements with clients requiring credits for service failures or inadequacies; the Companyôs 

ability to continue expansion of its sales force; the Companyôs long and unpredictable sales cycle; risks associated with theCompanyôs international sales and operations; the Companyôs ability to expand its key distribution 

relationships; the Companyôs technology alliance partnerships; real or perceived defects, errors or vulnerabilities in the Companyôs solutions or the failure of its solutions to prevent a security breach; the ability of the Companyôs 

solutions to perform as intended; the Companyôs ability to use third-party technologies; the effect of evolving information security and data privacy laws and regulations on the Companyôs business; the Companyôs ability to 

maintain and enhance its brand; successful implementation of the Companyôs strategic acquisitions; the Companyôs recognition of revenue ratably over the terms of its managed security and threat intelligence contracts; the 

effect of timing differences between the expensing of sales commissions paid to the Companyôs strategic and distribution partners and the recognition of associated revenues; estimates or judgments relating to the Companyôs 

critical accounting policies; the Companyôs exposure to fluctuations in currency exchange rates; the effect of governmental export or import controls on the Companyôs business; the Companyôs compliance with the Foreign 

Corrupt Practices Act and similar laws; the Companyôs ability to maintain effective disclosure controls and procedures; the effect of natural disasters and other catastrophic events on the Companyôs ability to serve its clients; the 

Companyôs reliance on patents to protect its intellectual property rights; the Companyôs ability to protect, maintain or enforce its non-patented intellectual property rights and proprietary information; claims by third parties of 

infringement of their proprietary technology by the Company; the Companyôs use of open source technology; and risks related to the Companyôs relationship with Dell Inc. and Dell Technologies Inc., and control of the Company 

by Dell Technologies Inc.  

This list of risks, uncertainties and other factors is not complete. The Company discusses these matters more fully, as well as certain risk factors that could affect the Companyôs business, financial condition, results of operations 

and prospects, in its filings with the Securities and Exchange Commission (the ñSECò), including its most recent periodic report filed on Form 10-Q and the information disclosed under the caption ñRisk Factorsò in the Companyôs 

annual report on Form 10-K for the fiscal year ended February 3, 2017, which are available for review on the Companyôs investor relations website at investors.secureworks.com and on the SECôs website at www.sec.gov. Any or 

all forward-looking statements the Company makes may turn out to be wrong and can be affected by inaccurate assumptions the Company might make or by known or unknown risks, uncertainties and other factors, including 

those identified in this presentation. Accordingly, you should not place undue reliance on the forward-looking statements made in this presentation, which speak only as of its date. The Company does not undertake to update, 

and expressly disclaims any obligation to update, any of its forward-looking statements, whether as a result of circumstances or events that arise after the date the statements are made, new information or otherwise. 
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SecureWorks Overview
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Chief Executive Officer



ñThe Cyber Security problem 

cannot be solved.ò
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Increasing Complexity. Scarcity of Resources. Disparate Solutions.  

Cyber attacks are 

growing in complexityé
ésecurity professionals are limited 

in numberé

Percentage of security professionals who 

ñhave been approached by a hiring 

organization or headhunter about IT job 

opportunities in the past year.ò

75%

Percentage of IT security 

professionals who 

strongly agree they need 

more experienced, 

skilled practitioners.4

élack of true ñintelligenceò minimizes 
ability to make the best decisions. 

50%
Bypass existing controls & 
ñLiving off the Landò

Up to 4years

Time to detect and respond to 
50% of successful attacks2

$4M
Average total cost of a 
data breach3

1. U.S. Department of Justice

2. The ROI of Early Threat Detection and Response, SecureWorks

3. PonemonInstituteôs Cost a Data Breach Study 2016

4. Ponemon Megatrends 2015

67%

minutes

for a computer to be 
infected by a virus once 
connected to the internet1

4Less than 
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+

Artificial Intelligence Human Intelligence

The SecureWorks Advantage.  

Counter Threat PlatformTM

Data Sciences, Expert Systems, 

Machine Learning, Applied Intelligence

200+

Counter Threat Unit
TM

Analysts, Researchers, 

Responders, Engineers
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APIs

Mobile

Portal

Counter 
Threat 

Unit

Machine Intelligence, Made Smarter

Mobile

Endpoint

Cloud

On-Prem

Respond

Detect

Predict

Prevent

Global Threat Intelligence

17+ Years of attack and threat 
actor group data, and billions of threat indicators

Local Client Intelligence

Vulnerabilities Control Accuracy Asset Data

Security
Operations 

Centers

Visibility 
240B events 

per day

Actions 
Thousands

per day


